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For successful initiatives, the following personal data will be sent to MS for 
verification:

• Support forms (Annex III): 

• MS without personal id or document number

• FULL FIRST NAMES 

• FAMILY NAMES 

• RESIDENCE (street, number, postal code, city, country)

• DATE OF BIRTH

• MS with personal id or document number

• FULL FIRST NAMES 

• FAMILY NAMES 

• Type of personal id

• PERSONAL IDENTIFICATION (DOCUMENT NUMBER)

• eIDAS:

• current family name(s); 

• current first name(s); 

• date of birth; 

• a unique identifier;

• (first name(s) and family name(s) at birth); 

• (place of birth); 

• (current address); 

• (gender)
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• For support via the form

• MS needs to check the quality of the data (same as today)

• For support via eIDAS

• MS needs to check the nationality. 

• The nationality field is currently not present in the eID card.

Contacting the eIDAS subgroup could be a way to request including the attribute 
“Nationality” inserted in the set of the eIDAS mandatory attributes

• Check duplicates (one person signing multiple time)

• Duplicates can occur:

• On paper support forms (a citizen signing multiple time on paper)

• On online support forms (a citizen signing with different id documents 
passport, identity cards for countries that allow it)

• Theoretically even with eID

• The eIDAS Unique identifier is “only” unique per ID Scheme. In case several 
ID schemes would have been notified by a  MS, potentially a single user could 
support with two different eID cards. 

• If the citizen has signed on paper and/or support and/or with eID
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• Benefits for the protection of the personal data

• End 2 End encryption of personal data

• With the Commission keys in the Central platform

• With the Member States public key when transferring the files to 
Member States 

• If files are stolen or disclosed, they will not be usable

• Impact for Member States

• Member States need to provide their public key to the 
Commission

• Member States will need to decrypt the file at their premises 
after download

• Proposal from Commission
• Use the Crypto tool distributed to Member states in the context 

of the European Parliament elections

• For the generation of the MS keys

• For the decryption of the File
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• Commission will propose an update version 
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• Requirement:

• Encryption

• Strong Authentication

• Notifications

• Minimal impact on Member States

• Commission is investigating several solutions

• sFTP

• e-TrustEX

• …

• Some informal testing already carried out with Member States 
and Organisers:

• Worked well via direct https/sFTP download (BE, LU, GR, FI) 

• Problem with network configuration for sFTP (LU)
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• Electronic Statements of support collected via the 
online support form

• Collected with the eID

• Scanned paper forms 

• Administrative documents

• Annex V
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• Commission proposal specifies the format of files that will be transmitted 
by the Central Platform to the Member States for successful initiatives 
for the electronic statements of support:

• It will be xml files

• PDF format is not foreseen anymore

• The number and size of the files that will be transmitted is open for 
discussion. The current implementation is the following:

For the files containing the electronic statements of support:

• Exported files are bundled in file of 3000 statements of support

• 3000 statements of support represents around 25 MB

• 250.000 statements of support represents around 2 GB  (80 files)
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• Plan to start the official testing period in the second half of 2019

• Any MS to volunteer for informal testing in the second half of 2018?

• With the File exchange service

• With eID

Commission interested in getting MS Test eID authentication means ( e.g eID test cards)
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